
Classification of Cyber Crime: 
 

1. Cyber Terrorism –  

 

Cyber terrorism is the use of the computer and internet to perform violent acts that result in 

loss of life. This may include different type of activities either by software or hardware for 

threatening life of citizens.  

In general, Cyber terrorism can be defined as an act of terrorism committed through the use 

of cyberspace or computer resources.  

  

2. Cyber Extortion –  

 

Cyber extortion occurs when a website, e-mail server or computer system is subjected to or 

threatened with repeated denial of service or other attacks by malicious hackers. These 

hackers demand huge money in return for assurance to stop the attacks and to offer 

protection.  

  

3. Cyber Warfare –  

 

Cyber warfare is the use or targeting in a battle space or warfare context of computers, 

online control systems and networks. It involves both offensive and defensive operations 

concerning to the threat of cyber attacks, espionage and sabotage.  

  

4. Internet Fraud – 
 

Internet fraud is a type of fraud or deceit which makes use of the Internet and could include 

hiding of information or providing incorrect information for the purpose of deceiving victims 

for money or property. Internet fraud is not considered a single, distinctive crime but covers 

a range of illegal and illicit actions that are committed in cyberspace.  

  

5. Cyber Stalking –  

This is a kind of online harassment wherein the victim is subjected to a barrage of online 

messages and emails. In this case, these stalkers know their victims and instead of offline 

stalking, they use the Internet to stalk. However, if they notice that cyber stalking is not 

having the desired effect, they begin offline stalking along with cyber stalking to make the 

victims’ lives more miserable. 
 

 


